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Abstract of the contribution: The paper discusses whether direct C2 communication should be authorized by the USS in a few exception scenarios.
Discussion

At last meeting (SA2#156e) there was a proposal ([1]) that states, for the scenario when the serving PLMN doesn’t support UUAA or when the UAV is out of coverage, the direct C2 communication doesn’t need to be authorized by the USS but may rely on locally pre-configured policy. The justification for the proposal seems to be 
1, network operator may choose to skip R17 UAS feature (for which UUAA support is mandatory) but directly implement R18 UAS features,
2, in existing market there are “out-of-box” paired UAS without USS authorization. These devices should be allowed to enjoy R18 UAS features.  

We had a different understanding on this matter. And we feet the issue was not fully discussed at the last meeting and there are still diverse views on this important matter. We would like to further present our view with this paper.
First of all, there is no doubt that BVLOS support brings tremendous economic and societal benefits for UAS applications, especially the safety and security assurance. The regulatory authorities and other stakeholders are striving to move the industry towards this direction. R17 UAS work is the great effort from 3GPP to support BVLOS cause. In our understanding, R18 UAS work ([2]) is supposed to be complementing R17 UAS to address additional requirements regarding UAV to UAV communication, not to provide a totally different system to get around BVLOS support. We should not send an improper message to the industry that R17 BVLOS support is an optional feature that can be “skipped”.  
Second, we have established the principles, since the beginning of R17, that a UAV needs to be authenticated and authorized by the USS. And on top of UUAA, C2 communication needs to be additionally authorized by the USS. We agreed on these principles for the well-understood safety and liability concerns. The same concerns still apply with the change of the way of C2 communication. Actually, for some high-risk UAVs, the concern is so much that there is industry rule recommendation for these devices to have minimum BVLOS support ([3]). If we allow “out-of-coverage” UAVs to fly without USS authorization, the “out-of-coverage” situation can be easily found or created to escape the USS authorization (e.g., in no-fly zones) which would present a safety hazard. 
Based on above discussion, we believe that we should not allow those “exception” scenarios for a UAV to fly without USS authorization and we should maintain the consistent authorization principles across the releases. 
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